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Background & Scope of Directive Types

The Process Logic of Directives

A Closer Look at Testing Methodologies

Proactive Integration & Enforcement as a Compliance Partner
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BACKGROUND ON DIRECTIVE TYPES

OVERVIEW ,  SCOPE AND TYPE

Type of Directive Seriousness of Breach

Follow-Up Directives

Remediation Directives

More serious and systemic

Less serious and systemic
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BACKGROUND ON DIRECTIVE TYPES

OVERVIEW ,  SCOPE AND TYPE

Remediation Directive Follow-up Directive

3 – 9 months to adhere to FIAU’s request Up to 10 weeks to provide Action Plan

No Action Plan Required Action Plan and timeframes for completion are endorsed by the FIAU

One off Meetings Frequent meetings between FIAU and SP

Minimal requests for information/ documentation Multiple requests for information/ documentation

Requests for clarifications (if required) Multiple requests for clarifications

Small sample of files (if required) Sample of files
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TESTING AND THE PROCESS LOGIC

Phase 1: 

Technical Compliance & Design

Preliminary Outcome

(Post Phase 1)

Phase 2: 

Control Effectiveness

Action Plan Review 

(Follow-Up Directives only)

Policies and Procedures

Walkthroughs & Process Mapping

Type of Control Effectiveness Testing

(if any)

Sample Sizes (Sampling Ranges)

Extent of customer data requested

Examining effectiveness of the different

components of Control Framework 

(focusing on areas found in breach)

Includes risk-based sample testing



PHASE 1  –

TECHNICAL COMPLIANCE &  DESIGN
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Planned / Completed Remedial Actions on all Breaches

Clarity & Concision

Timelines

Action Point Owners

Supporting Documentation

Action Plan*

*Follow-Up Directive only 



SYSTEM 

WALKTHROUGHS

Understanding

extent of manual &

automated controls

Understanding

escalation

processes

Creation of or

Changes to Risk

Profile

Customer Risk

Assessment Tools

TM Systems (incl.

Detection Rules)

Overriding

Scenarios

REVIEW OF POLICIES

& PROCEDURES

RELATING TO AREAS

IN BREACH

Business Risk

Assessment 

Customer Risk

Assessment

Methodology 

AML/CFT Policies and

Procedures (including

Customer Acceptance

Policy)

Onboarding & 

OM Forms 

Transaction Monitoring

Policies 

Internal SAR/STR

Policies and Forms

Alerts Handling and

Management

Procedures 
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PHASE 1  –TECHNICAL COMPLIANCE &  DESIGN
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PHASE 1  –TECHNICAL COMPLIANCE &  DESIGN



Outcome of Phase 1 & Type of Directive

If customer file sample

to be requested

Extent and type of

customer data

Customer sample size

Phase 2

File Testing of

Onboarding, Customer

Profiling, CRA, CDD /

EDD, OM

Testing of Alerts Handling

(Pre and Post TM)

Testing on Customer

Profile Creation and

Changes

Testing on Record Keeping Testing on Data Integrity

PHASE 2  –  

CONTROL EFFECTIVENESS TESTING
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Independent verification

measures

Technical Compliance

& Design Testing

RBA by design

Measures for building

business & risk profile

Timing of Measures

Control Effectiveness

Testing

Application of RBA

Alignment of profile with

info/documentation

collected

TESTING EXAMPLES :  

CDD ( ID&V AND CUSTOMER PROFILING )
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Risk Weighting

Technical Compliance

& Design Testing

Methodology &

Rationale

Dynamicity &

Interlinkage with

Customer Profile 

Timing

Control Effectiveness

Testing

Application – Reflective

of True Risk Exposure?

Dynamicity – Changes

throughout the BR

TESTING EXAMPLES :  

CRA
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Alerts & Detection Rules

(Comprehensiveness

and RBA)

Technical Compliance

& Design Testing

Level of manual

intervention &

automation

Ability to identify

unusual transactions

Interlinkage with CRA

Control Effectiveness

Testing

Alerts Handling – incl.

analysis & discounting

rationale

Treatment of

transactional deviations

to the customer profile

TESTING EXAMPLES :  

TRANSACTION MONITORING
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Alert Simulation Testing

vs Actual Tx



CONCLUSION OF DIRECTIVES

Successful Remediation Residual Improvements Needed

Closure Letter with no further

comments / Recommendations

Closure Letter with recommendations /

expectations to remediate further

Outcome & CMC Concerns

Communicated to Supervision Team

and in some cases Prudential Regulator

Closure with reservations

Additional Administrative Breaches (ex.

Administrative penalty for Breach of

Directive or Daily Pecuniary Penalties) 

If significant risk exposure persists 
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Failure to Remediate



Page | 14

PROACTIVE INTEGRATION OF 

THE PROCESS LOGIC

Internal Control Enhancements

Risk Assessment & Risk Management

Compliance Management

Proactive Remediation

Lessons Learnt

Integration of AML/CFT in Audit Cycle

Do not wait to be subject to a Directive to get your house in

order. Think Proactively!

Opportunities following this Session



ENFORCEMENT AS 

A COMPLIANCE PARTNER
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Enforcement is not about the past - it’s about the future.

Directives: Not a verdict, but a blueprint for change.

Proactive engagement leads to better results.

The reputational cost of inaction is significant.



Thank you!
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